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Section 1
An Overview of An Garda Síochána

An Garda Síochána: Ag Coinneáil Daoine Sábháilte – Keeping People Safe

An Garda Síochána is the national police and security service of Ireland,
comprised of approximately 14,000 Garda Members, 3,400 Garda Staff and 350
Garda Reserves. An Garda Síochána is a community focused organisation with
a mission of ‘Keeping People Safe’. With a dual role and responsibility for the
provision of policing services, and protecting the security of the State, An Garda
Síochána is committed to delivering a responsive, effective and efficient
service, that meet the needs of our communities.

The organisation was established over 100 years ago at the inception of the
state, and has a proud history of delivering community policing. In order to
build upon this strong foundation, An Garda Síochána must continue to evolve,
responding as a modern police and security service to the changing face of
crime, vulnerability, population and citizen expectation.

An Garda Síochána is charged with delivering on the key commitments made
within the Programme for Government. In support of such, the organisation is
growing at scale, with the effective use of Garda resources and capabilities as a
key focus area.  

An Garda Síochána has delivered on a significant organisational transformation
programme including the introduction of cutting-edge technology, new
methods of working and the biggest change to its structure in its history.

The introduction of a Garda Board is supporting the organisation in becoming
more agile and adaptive, while a new Policing and Community Safety Authority
is supporting the effective provision and continuous improvement of policing
services. These developments and more mean it is a particularly exciting time
to join An Garda Síochána and the organisation is determined to recruit the
best talent to help deliver its ambitious programme of work.  
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An Garda Síochána is on an exciting journey to become an information led
and digital police service. An Garda Síochána has a high dependency on data
and technology for existing operations and to deliver on its future goals. We
have an ambitious Data & Technology Vision which will drive the delivery of
extensive frontline policing systems underpinned by effective infrastructure,
operations and architecture. The Organisation is also modernising our
corporate support systems, including the use of Government-wide and
commercial managed services. These information systems are being
delivered in the wider context of our vision that encompasses both the use
of data for operational purposes and data analytics to support investigations
and provide insight for management decisions.

An Garda Síochána is committed to supporting the implementation of the
Public Service ICT Strategy, with the most relevant streams being Digital First,
Build to Share and Data as an Enabler. An Garda Síochána anticipate moving
to a build vs. buy/share model. Policing system expertise will be vested in
Garda personnel but An Garda Síochána will adopt Government shared
services or commercial products whenever possible for corporate systems.
An Garda Síochána will also look to increase cooperation and knowledge
sharing with other relevant agencies on policing and justice systems.

The work of Digital and ICT in An Garda Síochána is focused on the delivery
of frontline policing and corporate systems, in addition to developing our
core infrastructure. The delivery of new digital & ICT solutions takes place in
parallel to maintaining the large estate of existing systems and infrastructure
for the organisation, with all activities supported by ICT Operations, Technical
Architecture and Business Management functions. We support Garda
personnel working in over 600 locations nationwide to prevent and
investigate crime, keep communities safe and improve safety on our roads.
Examples of recent projects include the provision of new state of art data
centres, the upgrade of the national digital radio network, a complete
overhaul of technology supports to our emergency call handing centres
including a new computer-aided dispatch system, new systems to share
information with our international partner agencies, rollout of smartphones
and apps to frontline members, and system updates to support victims of
crime including domestic abuse.

As a Senior ICT Specialist in An Garda Síochána, there will be considerable
opportunity to influence and contribute to the development of data and
technology solutions throughout An Garda Síochána, and to support our
vision of keeping people safe by connecting data, technology and Garda
personnel.
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Section 2
Job Description

An Garda Síochána: Ag Coinneáil Daoine Sábháilte – Keeping People Safe

Overview
There is a range of positions across all functions of Digital & ICT in An Garda Síochána that will be
filled by successful candidates to this competition. The available positions are categorised into four
streams, and candidates may apply for positions in any number of available streams for which they
are suited. 

The four streams available are:

1.Digital/ICT Business Engagement
2.ICT Operations/Infrastructure
3.Networks & Cyber Security
4.Software Development

The specific duties of a Senior ICT Specialist will largely be determined by the role to which you are
assigned.  However, some duties and responsibilities will be common to all roles. The Senior ICT
Specialist will have responsibility for a number of key day-to-day tasks to manage the delivery,
maintenance and quality assurance of An Garda Síochána ICT systems and/or infrastructure. 

Roles in all streams will encompass common activities and responsibilities that will include some or all
of the following:

Managing and mentoring a team to maximise performance, ensuring a focus on continuous
improvement and quality service delivery.
Engaging in collaborative problem solving with other ICT areas and business units to identify and
implement ICT/digital needs, opportunities and solutions, ensuring that your work is informed by
the overall organisational strategy.
Taking responsibility for ensuring issues are resolved or escalated to the proper resources to
resolve in a timely manner, with minimum disruption to the operational areas.
Establish and maintain good working relationships with a range of internal and external
stakeholders.
Working closely with and managing external contractors and vendors, as well as contract
management.
Participating in the development, update and implementation of relevant ICT-related standards,
policies and procedures, as required, and ensuring these are adhered to.
Create and maintain comprehensive technical documentation;
Research a topic and summarise findings.
Undertake such training and development as may be required to ensure that you stay up to date
with the technologies in your area of operations.
Explain complex technical information to a non-technical audience, potentially including as part of
user support and training programmes.
Assist with the procurement of ICT/digital services and products as may be required.
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Section 2
Job Description

An Garda Síochána: Ag Coinneáil Daoine Sábháilte – Keeping People Safe

Other broader activities associated with ICT/digital service delivery, such as budget and people
management, compliance, project management, stakeholder engagement, research, and
assessment of projects from a feasibility and value for money perspective, etc.
Such other duties as may be assigned from time to time by your Manager, equivalent to the grade.

Other roles and responsibilities specific to each of the streams include:
 
Digital/ICT Business Engagement 

Developing a deep understanding of the business of your organisation so that you can provide
advice and insights on potential digital solutions to support business transformation.
Critically evaluating and analysing business information, translating business requirements into
high-quality design options that are (i) cost-effective (ii) efficient (iii) sustainable and reusable, (iv)
comply with standards, and (v) enhance business processes, and communicating approved
business requirements to the stakeholders, process users and project team members.
Capturing, documenting and validating business requirements, using standard approaches, e.g.
workshops, user observation, document reviews, user journey mapping, service design, etc.
Playing a lead role in managing ICT/digital projects for your organisation, including managing
project scope, objectives & deliverables, in conjunction with relevant stakeholders.
Understanding technical options, limitations, costs, and risks. Communicating trade-offs to
business partners and work with them to shape requirements accordingly, and explaining
complex technical information to a non-technical audience.
Supporting delivery teams as they develop, test, and deploy solutions and review delivery team
output to ensure requirements are correctly interpreted; defining and executing test cases.
Identifying potential service delivery efficiencies, improvements and transformations through the
implementation of new ICT/digital-enabled processes, including the use of Artificial Intelligence,
Robotic Process Automation, etc., in accordance with organisational policies and procedures.

ICT Operations/Infrastructure

Developing and supporting end-to-end ICT infrastructure and operations solutions across a broad
set of leading technologies.
Managing ICT services provided to end users, such as hardware, office productivity applications,
email, online collaboration and video-conferencing, access to the internet and online services, etc.
Designing, implementing and supporting a wide range of ICT/digital infrastructures across a broad
set of leading on-premises and cloud-based technologies.
Supporting the technical design for new solutions, ensuring systems adhere to agreed design
standards and meet both business and technical requirements.
Developing test strategies and test cases, and carrying out appropriate testing when introducing
new solutions.
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Section 2
Job Description

An Garda Síochána: Ag Coinneáil Daoine Sábháilte – Keeping People Safe

Networks & Cyber Security

Manage a team of network engineers, allocating resources effectively, and ensuring SLAs are met.
Support the operation of the network by monitoring and analysing network performance, and
identifying areas for improvement.
Ensure high availability, performance, reliability and security of the An Garda Síochána network
infrastructure.
Develop and ensure all necessary and appropriate network security measures are in place to
protect the An Garda Síochána ICT Infrastructure.
Maintain accurate documentation of network architecture, configuration changes, and incident
logs.
Assist in planning network upgrades, replacements, and new network implementations.
Provide regular reports to senior management on network performance, issues, and improvement
initiatives.
Foster collaboration within the team and with other teams and business units across An Garda
Síochána as required to deliver on projects which have a cross-functional relevance.
Critically evaluate and analyse business information, translating business requirements into
network design options that are (i) cost-effective (ii) efficient (iii) sustainable and reusable, (iv)
comply with standards, and (v) enhance business processes.

Software Development

Developing and supporting end-to-end business applications and business intelligence solutions
across a broad set of leading technologies.
Developing software for websites, web applications, desktop, batch jobs and mobile apps;
Developing UI interfaces using HTML, CSS, JavaScript, Angular and other UI development methods;
Developing server-side code in a variety of programming languages - such as .NET, C#, Java,
Python, JavaScript, COBOL, etc.
Developing solutions using databases, including the design and creation of database models, and
also managing and monitoring databases, including traditional relational and NoSQL databases.
DevOps development, including setting up cloud infrastructure with code, setting up auto scaling
to manage uneven loads, creating CI/CD pipelines to manage deployments and monitoring system
performance.
Architecting effective software solutions.
Developing of test strategies, test harnesses, test cases and carry out software testing, including
Test Automation, Performance/Accessibility /Security testing etc.
Designing, implementing and supporting a wide range of ICT/digital infrastructures across a broad
set of leading technologies serving internal and external service users.
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Section 3
Person Specification     

Person Specification:

Essential Qualifications and Experience:

Each candidate must, by the closing date, meet one of the following criteria:

A.    Possess a qualification in a relevant area (minimum Level 7 NFQ) and at least 3 years of directly 
        relevant hands-on ICT/Digital experience* from your employment to date.

OR
B.    Possess a degree qualification at Level 8 on the  NFQ major award (i.e honours level degree), or 
       higher, with computing or computational modules taken in the final year and at least 3 years of 
       directly relevant hands-on ICT/Digital experience* from your employment to date.

OR
C.    Possess a qualification in a relevant area (minimum Level 6 NFQ) and at least 5 years of directly 
        relevant hands-on ICT/Digital experience* from your employment to date.

OR
D.    Possess two industry-recognised certifications** in a relevant area and at least 5 years of directly 
        relevant hands-on ICT/Digital experience* from your employment to date.

* Relevant hands-on ICT/Digital experience should include, but is not limited to:
Areas such as ICT/Digital systems and infrastructure implementation, configuration and support, data
management, database administration, software development, business analysis/discovery, ICT
service management, etc.

**Relevant Industry Certifications
Relevant industry certifications (see Option D above) considered appropriate for ICT/Digital Specialist
roles in An Garda Síochána should be certified at an intermediate level or above, as confirmed by the
relevant certifying party, and may include:

Software development-related industry certifications, including, but not limited to: Python, C#,
C++, HTML, JavaScript, Java, .NET languages, SQL.
Service management, e.g. ITIL, practitioner level or above.
Project management, e.g. PRINCE and PMI, practitioner or above.
Knowledge domain-specific awards, such as the Special Purpose Award in Business Analysis at
Level 8 on the NFQ.
Other frameworks, methodologies and industry-recognised infrastructure certifications such as
CompTIA, CISSP, Angular JS, the Electron Framework, COBIT, iSAQB, TOGAF, Agile, DevOps, IASA,
etc.
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Person Specification     

An Garda Síochána: Ag Coinneáil Daoine Sábháilte – Keeping People Safe

Candidates must have demonstrable experience in at least one of the following areas:
Digital/ICT Business Engagement
ICT Operations/Infrastructure
Networks & Cyber Security
Software Development

In addition, candidates must be able to evidence experience of:
Delivering ICT/Digital Solutions or Services which delivered continuous improvement, drove
efficiencies, and positively impacted quality service delivery.
Leadership of a team of ICT, digital and/or business engagement specialists, ensuring a focus on
continuous improvement and service delivery.
Strong personal technical expertise working across an enterprise-scale ICT/Digital team.
Excellent communication and relationship management skills, with experience working as part of
a team and, at times, leading a team or project group.
Organising and prioritising competing work streams in a busy work environment

Senior ICT Specialists are positions at the Higher Executive Officer level and as such, candidates will be
expected to demonstrate a range of competencies as set out below.

Higher Executive Officer Level Competencies

Team Leadership

Works with the team to facilitate high performance, developing clear and realistic objectives and
addressing any performance issues if they arise.
Provides clear information and advice as to what is required of the team.
Strives to develop and implement new ways of working effectively to meet objectives.
Leads the team by example, coaching and supporting individuals as required.
Places high importance on staff development, training and maximising skills & capacity of team.
Is flexible and willing to adapt, positively contributing to the implementation of change.

Judgement, Analysis & Decision Making

Gathers and analyses information from relevant sources, whether financial, numerical or
otherwise weighing up a range of critical factors.
Takes account of any broader issues, agendas, sensitivities and related implications when making
decisions.
Uses previous knowledge and experience in order to guide decisions.
Uses judgement to make sound decisions with a well reasoned rationale and stands by these.
Puts forward solutions to address problems.
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Person Specification     

An Garda Síochána: Ag Coinneáil Daoine Sábháilte – Keeping People Safe

Management & Delivery of Results

Takes responsibility and is accountable for the delivery of agreed objectives.
Successfully manages a range of different projects and work activities at the same time.
Structures and organises their own and others work effectively.
Is logical and pragmatic in approach, delivering the best possible results with the resources
available.
Delegates work effectively, providing clear information and evidence as to what is required.
Proactively identifies areas for improvement and develops practical suggestions for their
implementation.
Demonstrates enthusiasm for new developments/changing work practices and strives to
implement these changes effectively.
Applies appropriate systems/ processes to enable quality checking of all activities and outputs.
Practices and promotes a strong focus on delivering high quality customer service, for internal and
external customers.

Interpersonal & Communication Skills

Builds and maintains contact with colleagues and other stakeholders to assist in performing role.
Acts as an effective link between staff and senior management.
Encourages open and constructive discussions around work issues.
Projects conviction, gaining buy-in by outlining relevant information and selling the benefits.
Treats others with diplomacy, tact, courtesy and respect, even in challenging circumstances.
Presents information clearly, concisely and confidently when speaking and in writing.
Collaborates and supports colleagues to achieve organisational goals.

Specialist Knowledge, Expertise and Self Development

Has a clear understanding of the roles, objectives and targets of self and team and how they fit
into the work of the unit and Department/ Organisation and effectively communicates this to
others.
Has high levels of expertise and broad Public Sector knowledge relevant to their area of work.
Focuses on self-development, striving to improve performance.
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Person Specification     

Candidates should note that admission to the competition does not imply that they meet the
eligibility criteria. Therefore, candidates should satisfy themselves that they meet the

eligibility criteria for this competition.

An Garda Síochána: Ag Coinneáil Daoine Sábháilte – Keeping People Safe

Drive & Commitment to Public Service Values

Strives to perform at a high level, investing significant energy to achieve agreed objectives.
Demonstrates resilience in the face of challenging circumstances and high demands.
Is personally trustworthy and can be relied upon.
Ensures that customers are at the heart of all services provided.
Upholds high standards of honesty, ethics and integrity.
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Section 4
Eligibility to Apply      

An Garda Síochána: Ag Coinneáil Daoine Sábháilte – Keeping People Safe

An Garda Síochána: Ag Coinneáil Daoine Sábháilte – Keeping People Safe

Eligibility to apply and certain restrictions on eligibility 
              
Citizenship Requirements

Eligible candidates must be:
(a)  A citizen of the European Economic Area (EEA). The EEA consists of the Member States of the 
      European Union, Iceland, Liechtenstein and Norway; or
(b)  A citizen of the United Kingdom (UK); or 
(c)  A citizen of Switzerland pursuant to the agreement between the EU and Switzerland on the free 
      movement of persons; or
(d)  A non-EEA citizen who has a stamp 4* or a Stamp 5 permission. 

*Please note that a 50 TEU visa, which is a replacement for Stamp 4EUFAM after Brexit, is acceptable as a
Stamp 4 equivalent.

To qualify candidates must be eligible by the date of any job offer. It is the candidates
responsibility to maintain eligibility.

Collective Agreement: Redundancy Payments to Public Servants 

The Department of Public Expenditure, Infrastructure, Public Service Reform and Digitalisation letter
dated 28th June 2012 to Personnel Officers introduced, with effect from 1st June 2012, a Collective
Agreement which had been reached between the Department of Public Expenditure, Infrastructure,
Public Service Reform and Digitalisation and the Public Services Committee of the ICTU in relation to
ex-gratia Redundancy Payments to Public Servants. It is a condition of the Collective Agreement that
persons availing of the agreement will not be eligible for re-employment in the Public Service by any
Public Service body (as defined by the Financial Emergency Measures in the Public Interest Acts 2009 –
2011) for a period of 2 years from termination of the employment. People who availed of this scheme
and who may be successful in this competition will have to prove their eligibility (expiry of period of
non-eligibility). 

Incentivised Scheme for Early Retirement (ISER)

It is a condition of the Incentivised Scheme for Early Retirement (ISER) as set out in Department of
Finance Circular 12/09 that retirees, under that Scheme, are not eligible to apply for another position
in the same employment or the same sector. Therefore, such retirees may not apply for this position.
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Eligibility to Apply     

An Garda Síochána: Ag Coinneáil Daoine Sábháilte – Keeping People Safe
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Department of Health and Children Circular (7/2010)

The Department of Health Circular 7/2010 dated 1 November 2010 introduced a Targeted Voluntary
Early Retirement (VER) Scheme and Voluntary Redundancy Schemes (VRS). It is a condition of the VER
scheme that persons availing of the scheme will not be eligible for re-employment in the public health
sector or in the wider Public Service or in a body wholly or mainly funded from public moneys. The
same prohibition on re-employment applies under the VRS, except that the prohibition is for a period
of 7 years. People who availed of the VER scheme are not eligible to apply in this competition. People
who availed of the VRS scheme and who may be successful in this competition will have to prove their
eligibility (expiry of period of non-eligibility). 

Department of Environment, Community & Local Government (Circular Letter LG(P) 06/2013)

The Department of Environment, Community & Local Government Circular Letter LG(P) 06/2013
introduced a Voluntary Redundancy Scheme for Local Authorities. In accordance with the terms of the
Collective Agreement: Redundancy Payments to Public Servants dated 28 June 2012 as detailed above,
it is a specific condition of that VER Scheme that persons will not be eligible for re-employment in any
Public Service body [as defined by the Financial Emergency Measures in the Public Interest Acts 2009 –
2011 and the Public Service Pensions (Single Scheme and Other Provisions) Act 2012] for a period of 2
years from their date of departure under this Scheme. These conditions also apply in the case of
engagement/employment on a contract for service basis (either as a contractor or as an employee of
a contractor). 

Declaration

Applicants will be required to declare whether they have previously availed of a Public Service scheme
of incentivised early retirement. Applicants will also be required to declare any entitlements to a
Public Service pension benefit (in payment or preserved) from any other Public Service employment
and/or where they have received a payment-in-lieu in respect of service in any Public Service
employment.

Employer of Choice

As an Employer of Choice, An Garda Síochána has many flexible and family friendly policies e.g.
Worksharing, Shorter Working Year, Remote Working (operated on a ‘blended’ basis), etc. All elective
policies can be applied for in accordance with the relevant statutory provisions and are subject to the
business needs of the organisation.
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Section 5
Principal Conditions of Service 

General 

The appointment is to a permanent post in An Garda Síochána and is subject to the Policing, Security
and Community Safety Act 2024, the Public Service Management (Recruitment and Appointments) Act
2004 and any other Act for the time being in force relating to An Garda Síochána.

Please note appointments from within An Garda Síochána for staff employed pre-commencement of
the Policing Security & Community Safety Act will be to a Civil Service grade with Civil Service terms
and conditions.

Salary Scale 

The Higher Executive Officer salary scale will apply to this position.

The PPC (Personal Pension Contribution) salary scale (annually) for this position, with effect from 1st
August 2025 is as follows:

The Higher Executive Officer Salary Scale
                             
€58,847 - €60,567 - €62,285 - €64,000 - €65,723 - €67,437 - €69,157 - €71,637  - €74,112  1 2

Long Service increment (LSI 1) may be payable following 3 years’ satisfactory service at the maximum of
scale. 

1

Long Service increment (LSI 2) may be payable following 6 years’ satisfactory service at the maximum of
scale.

2

Personal Pension Contribution 

The PPC pay rate applies when the individual is required to pay a Personal Pension Contribution
(otherwise known as a main scheme contribution) in accordance with the rules of their main/personal
superannuation scheme. This is different to a contribution in respect of membership of a Spouses’
and Children’s scheme, or the Additional Superannuation Contributions (ASC). 

A different rate will apply where the appointee is not required to make a Personal Pension
Contribution.

Candidates should note that entry will be at the minimum of the scale and will not be subject to
negotiation and the rate of remuneration may be adjusted from time to time in line with Government
pay policy. Increments may be awarded annually, subject to satisfactory performance.

An Garda Síochána: Ag Coinneáil Daoine Sábháilte – Keeping People Safe
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Section 5
Principal Conditions of Service 

Important Note

Different terms and conditions may apply, if, immediately prior to appointment the appointee is
already a serving Civil Servant or Public Servant.

Payment will be made fortnightly in arrears by Electronic Fund Transfer (EFT) into a bank account of
an employee’s choice. Payment cannot be made until a bank account number and bank sort code has
been supplied to the HR Directorate, Athlumney House, Johnstown, Navan, Co Meath C15 ND62.
Statutory deductions from salary will be made as appropriate.

Upon appointment, you will agree that any overpayment of salary, allowances, or expenses will be
repaid by you subject to An Garda Síochána’s Management of Overpayments Policy.

Location 

The positions will be based in An Garda Síochána Digital & ICT Centre, Conyngham Road, Dublin 8 and
Garda Headquarters, Phoenix Park, Dublin 8

Tenure and Probation

The appointment is to a permanent position on a probationary contract in An Garda Síochána. The
probationary contract will be for a period of one year from the date specified on the contract. During
the period of your probation, your performance will be subject to review by your line manager(s) to
determine whether you:

 (i) Have performed in a satisfactory manner;
 (ii) Have been satisfactory in general conduct, and;
(iii) Are suitable from the point of view of health with particular regard to sick leave.

Prior to the completion of your probation, a decision will be made as to whether or not you will be
retained, subject to An Garda Síochána’s Probation Policy. This decision will be based on your
performance assessed against the criteria set out in (i) to (iii) above. The detail of the probationary
process will be explained to you and you will be given a copy of An Garda Síochána Policy on
probation. 

Notwithstanding the preceding paragraphs in this section, your probation contract may be terminated
at any time prior to the expiry of the term of the contract by either side in accordance with the
Minimum Notice and Terms of Employment Acts, 1973 to 2005.

An Garda Síochána: Ag Coinneáil Daoine Sábháilte – Keeping People Safe
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In the following circumstances, your probation period may be extended: 
The probationary period stands suspended when an employee is absent due to Maternity or
Adoptive Leave.
In relation to an employee absent on Parental Leave or Carers Leave, the employer may require
probation to be suspended if the absence is not considered to be consistent with the continuation of
the probation.
Any other statutory provision providing that probation shall

           (i) stand suspended during an employee’s absence from work, and
          (ii) be completed by the employee on the employee’s return from work after such absence.

Where probation is suspended, An Garda Síochána will notify you of the circumstances relating to
the suspension.

All appointees will serve a one-year probationary period. If an appointee who fails to satisfy the
conditions of probation, a serving member of Garda staff in An Garda Síochána immediately prior to
their appointment from this competition, the issue of reversion will normally arise. In the event of
reversion, an employee will return to a vacancy in their former grade. 

Hours of attendance 

Hours of attendance will be fixed from time to time but will amount to on average not less than 41
hours 15 minutes gross including lunch breaks, or 35 hours net per week. 

The successful candidate will be required to work such additional hours from time to time as may be
reasonable and necessary for the proper performance of their duties subject to the limits set down in
the working time regulations.

The Organisation of Working Time Act

The terms of the Organisation of Working Time Act 1997 will apply, where appropriate, to this
employment.

Headquarters

Headquarters will be such as may be designated from time to time by the Head of the
Department/organisation. When required to travel on official duty the appointee will be paid
appropriate travelling expenses and subsistence allowances, subject to rates to be advised per the
Garda Staff Handbook.
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Duties

The employee will be required to perform any duties appropriate to the position which may be
assigned from time to time. The employee may not engage in private practice or be connected with
any outside business which would interfere with the performance of official duties or conflict with
their role.

Annual Leave 

Your annual leave allowance will be 29 working days a year, rising to 30 after 5 years’ service. This
allowance, which is subject to the usual conditions regarding the granting of annual leave, is on the
basis of a five-day week and is exclusive of the usual public holidays.

Sick Leave 

Pay during properly certified sick leave will apply in accordance with the provisions of An Garda
Síochána Sick Leave Policy. Where an employee is eligible for Illness Benefit (IB), they must comply
with the procedures for claiming IB from the Department of Social Protection and must confirm that
they have mandated the IB payment directly to An Garda Síochána. Failure to do so may result in an
overpayment. 

Superannuation and Retirement 
 
The successful candidate will be offered the appropriate superannuation terms and conditions as
prevailing in An Garda Síochána at the time of being offered an appointment. In general, an appointee
who has never worked in the Public Service will be offered an appointment based on membership of
the Single Public Service Pension Scheme (“Single Scheme”). Full details of the Scheme are at
www.singlepensionscheme.gov.ie. 

Where the appointee has worked in a pensionable (non-Single Scheme terms) public service job in the
26 weeks prior to appointment or is currently on a career break or special leave with/without pay
different terms may apply. The pension entitlement of such appointees will be established in the
context of their public service employment history.

Key provisions attaching to membership of the Single Scheme are as follows: 
Pensionable Age: The minimum age at which pension is payable is the same as the age of eligibility
for the State Pension, currently 66.
Retirement Age: Scheme members must retire on reaching the age of 70.
Career average earnings are used to calculate benefits (a pension and lump sum amount accrue
each year and are up-rated each year by reference to CPI).
Post retirement pension increases are linked to CPI.
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Pension Abatement 
 
If the appointee has previously been employed in the Civil or Public Service and is in receipt of a pension
from the Civil or Public Service or where a Civil/Public Service pension comes into payment during their
re-employment that pension will be subject to abatement in accordance with Section 52 of the Public
Service Pensions (Single Scheme and Other Provisions) Act 2012. Please note: In applying for this
position you are acknowledging that you understand that the abatement provisions, where
relevant, will apply. It is not envisaged that An Garda Síochána will support an application for an
abatement waiver in respect of appointments to this position.

However, if the appointee was previously employed in the Civil or Public Service and awarded a pension
under voluntary early retirement arrangements (other than the Incentivised Scheme of Early Retirement
(ISER), the Department of Health Circular 7/2010 VER/VRS or the Department of Environment,
Community & Local Government Circular letter LG(P) 06/2013, any of which renders a person ineligible
for the competition) the entitlement to that pension will cease with effect from the date of
reappointment. Special arrangements may, however be made for the reckoning of previous service
given by the appointee for the purpose of any future superannuation award for which the appointee
may be eligible. 

Department of Education and Skills Early Retirement Scheme for Teachers Circular 102/2007 

The Department of Education and Skills introduced an Early Retirement Scheme for Teachers. It is a
condition of the Early Retirement Scheme that with the exception of the situations set out in paragraphs
10.2 and 10.3 of the relevant circular documentation, and with those exceptions only, if a teacher
accepts early retirement under Strands 1, 2 or 3 of this scheme and is subsequently employed in any
capacity in any area of the public sector, payment of pension to that person under the scheme will
immediately cease. 

Pension payments will, however, be resumed on the ceasing of such employment or on the person's
60th birthday, whichever is the later, but on resumption, the pension will be based on the person's
actual reckonable service as a teacher (i.e. the added years previously granted will not be taken into
account in the calculation of the pension payment).

Ill-Health Retirement 

Please note any person who previously retired on ill-health grounds under the terms of a
superannuation scheme are required to declare, at the initial application phase, that they are in receipt
of such a pension to the organisation administering the recruitment competition. 

Applicants will be required to attend the Chief Medical Officer’s office to assess their ability to provide
regular and effective service taking account of the condition, which qualified them for IHR.
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Appointment post Ill-health retirement from Civil Service:

If successful in their application through the competition, the applicant should to be aware of the
following:

If deemed fit to provide regular and effective service and assigned to a post, their civil service ill-health
pension ceases.
If the applicant subsequently fails to complete probation or decides to leave their assigned post, there
can be no reversion to the civil service IHR status, nor reinstatement of the civil service IHR pension, that
existed prior to the application nor is there an entitlement to it.
The applicant will become a member of the Single Public Service Pension Scheme (SPSPS) upon
appointment if they have had a break in pensionable public/civil service of more than 26 weeks.

Appointment post Ill-health retirement from Public Service:

Where an individual has retired from a Public Service body their ill-health pension from that employment
may be subject to review in accordance with the rules of ill-health retirement under that scheme.

If an applicant is successful, on appointment the applicant will be required to declare whether they are in
receipt of a Public Service Pension (ill-health or otherwise) and their Public Service Pension may be subject
to abatement.

The applicant will become a member of the Single Public Service Pension Scheme (SPSPS) upon
appointment if they have had a break in pensionable public/civil service of more than 26 weeks. 

Please note more detailed information in relation to pension implications for those in receipt of a Civil or
Public Service ill-health pension is available via this link.

Pension Accrual 

A 40-year limit on total service that can be counted towards pension where a person has been a member of
more than one pre-existing public service pension scheme (i.e. non-Single Scheme) as per the 2012 Act shall
apply. This 40-year limit is provided for in the Public Service Pensions (Single Scheme and Other Provisions)
Act 2012. This may have implications for any appointee who has acquired pension rights in a previous
public service employment. 
 
Additional Superannuation Contribution 
 
This appointment is subject to the additional superannuation contribution in accordance with the Public
Service Pay and Pensions Act, 2017. Note; ASC deductions are in addition to any pension contributions
(main scheme and spouses’ and children’s contributions) required under the rules of your pension scheme.
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For further information in relation to the Single Public Service Pension Scheme please see the
following website: www.singlepensionscheme.gov.ie 

Secrecy, Confidentiality and Standards of Behaviour: Official Secrecy and Integrity

During the term of the probationary contract, an employee will be subject to the Provisions of the
Official Secrets Act, 1963, as amended by the Freedom of Information Act 2014. The employee will
agree not to disclose to unauthorised third parties any confidential information either during or
subsequent to the period of employment. 

An Garda Síochána Code of Standards and Behaviour

The appointee will be subject to An Garda Síochána Code of Standards and Behaviour.

Please note appointments from within An Garda Síochána for staff employed pre-commencement of
the Policing, Security & Community Safety Act will be to a Civil Service grade with Civil Service terms
and conditions 

The Code of Ethics for An Garda Síochána sets out nine standards of conduct and practice for
everyone in An Garda Síochána, each with a number of commitments. 

Candidates should note that, should they be deemed successful in the competition, they will be
required to sign a declaration to affirm their commitment to the Code of Ethics and will declare that
they have read and understand the Code of Ethics of An Garda Síochána, and will adhere to the
standards set out therein. 

Prior approval of publications
 
An appointed member of Garda staff will agree not to publish material related to their official duties
without prior approval by the appropriate authorised member of Garda staff. 

Political Activity

During the term of employment, the member of Garda staff will be subject to the rules governing
public servants and politics.

IMPORTANT NOTICE

The above represents the principal conditions of service and is not intended to be the
comprehensive list of all terms and conditions of employment which will be set out in the

employment contract to be agreed with the successful candidate(s).
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How to Apply

Application forms are available to complete at https://staffline.getgotjobs.ie/home

All sections of the application form must be fully completed and submitted no later than the closing
time and date. 

Closing Date

The closing date for receipt of applications is: 3:00 PM Friday, 14th November 2025. 

Applications will not be accepted after the closing time and date.

It is suggested that you apply well in advance of the closing date in case you experience any
difficulties. 

The admission of a person to the competition, or invitation to undertake any element of the selection
process, or a successful result letter, is not to be taken as implying that An Garda Síochána/Staffline
Recruitment Ireland is satisfied that such a person fulfils the essential requirements. 

Candidates who wish to avail of Reasonable Accommodations

Candidates who wish to avail of reasonable accommodations are asked to submit a medical report.
The purpose of the report is to act as a basis for determining reasonable accommodations where
appropriate. These reports must be forwarded to AGS@stafflinerecruit.com
 
Selection Process

The selection process will be conducted in accordance with The Code of Practice for Appointments to
positions in the Civil Service and Public Service issued by the Commission for Public Service
Appointments and may include some, or all of the following:

Online and/or paper-based assessments.
Short listing on submitted Application Forms.
Video Interview.
Preliminary Interview.
Presentation.
Final competency based, competitive interview.
Work sample test or any other tests or exercises that may be deemed appropriate.
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Applicants must successfully apply and be placed highest, in order to be considered for advancement
to the next stage of the selection process. 

Failure by a candidate to access or read a message sent to their e-mail address does not constitute a
basis to seek to postpone or reschedule a component of the selection process, to seek a review of a
decision or action in relation to your application, or otherwise be considered in the context of this
competition.

Non-Refund of expenses

Candidates should note that the provisions of Circular 6/89, Removal Expenses, will not apply to any
offers of appointments arising from this competition. Additionally, any expenses incurred by
candidates whilst undertaking or attending any elements of the selection process will not be
refunded.

Communication

Candidates should note that all communications relating to this competition, including the provision
of results, will issue by way of email only. Candidates should ensure that a valid email address and
contact details are provided on the application form and should check that email address on a regular
basis.

Shortlisting 

The number of applications received for a position generally exceeds that required to fill existing and
future vacancies for the position. While a candidate may meet the eligibility requirements of the
competition, if the numbers applying for the position are such that it would not be practical to
interview everyone, An Garda Síochána/Staffline Recruitment Ireland may decide that a smaller
number will be called to the next stage of the selection process.

In this respect, An Garda Síochána/Staffline Recruitment Ireland provide for the employment of a
shortlisting process to select a group who appear to be the most suitable for the position. This is not
to suggest that other candidates are necessarily unsuitable or incapable of undertaking the job, rather
that there are some candidates who, appear to be better qualified and/or have more relevant
experience. 

The shortlisting criteria may include both the essential and desirable criteria specified for the position.
It is, therefore, in your own interest to provide a detailed and accurate account of your
qualifications/experience in your application. 
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Reschedule Requests

Reschedule requests will only be considered under exceptional circumstances as deemed acceptable
by An Garda Síochána/Staffline Recruitment Ireland (e.g. Bereavement/Illness). Please note that An
Garda Síochána/Staffline Recruitment Ireland may request supporting documentation as evidence.

Vetting & Security Clearance

You will be required to complete a stringent An Garda Síochána vetting process should you come
under consideration for appointment. It is a very in-depth process and can take on average 8-12
weeks to complete. You cannot be appointed without clearing this vetting process.
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General Information 

An Garda Síochána/Staffline Recruitment Ireland will not be responsible for refunding any expenses
incurred by candidates. Posts will be offered in sequence to those candidates who finish highest in the
overall order of merit drawn up following the interviews, i.e. the highest ranking candidates will, in
turn, be offered a post. The admission of a person to a competition, or invitation to attend interview,
or a successful result letter, is not to be taken as implying that An Garda Síochána is satisfied that
such a person fulfils the requirements. 

Prior to recommending any candidate for appointment to this position An Garda Síochána/Staffline
Recruitment Ireland will make all such enquiries that are deemed necessary e.g. health, character,
employer references, security checks including vetting, or any other enquiries as are deemed
necessary to determine the suitability of that candidate. Until all stages of the recruitment process
have been fully completed, a final determination cannot be made nor can it be deemed or inferred
that such a determination has been made. 

Specific candidate criteria 

In addition to fulfilling the eligibility criteria set out, candidates must: 
Have the knowledge and ability to discharge the duties of the post concerned; 
Be suitable on the grounds of health and character; 
Be suitable in all other relevant respects for appointment to the post concerned. 

If successful, they will not be appointed to the post unless they: 
Agree to undertake the duties attached to the post and accept the conditions under which the
duties are, or may be required to be, performed; 
Are fully competent and available to undertake, and fully capable of undertaking, the duties
attached to the position. 

Appointments from panels 

A panel of successful candidates will be established for each stream (Panel 1. Digital/ICT Business
Engagement, Panel 2. ICT Operations/Infrastructure, Panel 3. Networks & Cyber Security and Panel 4.
Software Development) from which an appointment will be made and future vacancies may be filled.
Qualification and placement on a panel are not a guarantee of appointment to a position. 

Please note that once an offer of appointment has been accepted by a candidate, the candidate will
not be eligible to receive a further offer from this competition. If a candidate declines an offer of
appointment from a panel, they will be removed from that panel. The candidate may remain on the
alternate panel(s) if it is the case that they were successful in other streams. There will be no claim to
appointment if the demand does not result in a further offer.
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The panel will expire two years from its establishment, unless otherwise extended, or when it has been
exhausted, whichever is sooner. Candidates not appointed at the expiry of the panel will have no claim to
appointment thereafter because of having been on the panel.

References

Should you come under consideration for a position, 2 references will be sought. We will require a
reference from your current employer and ideally another previous employer. A statement of
employment is not sufficient and will not be accepted as an employer reference. Your current employer
will only be contacted with your consent. The references should provide relatively recent information on
your performance and behaviour in a work context. 

Deeming of candidature to be withdrawn 
 
Candidates who do not attend for interview when and where required or who do not, when requested,
furnish such evidence as required in regard to any matter relevant to their candidature, will have no
further claim to consideration. 

Declining an offer of appointment 
 
Should the person recommended for appointment decline, or having accepted it, relinquish it, An Garda
Síochána HR/Staffline Recruitment Ireland may at its discretion, offer the position to the next candidate on
the panel. 

Confidentiality 

Candidates can expect that all enquiries, applications and all aspects of the proceedings are treated as
strictly confidential subject to the provisions of the Freedom of Information Act 2014. 

Certain items of information, not specific to any individual, are extracted from computer records for
general statistical purposes.

Use of Recording Equipment 

An Garda Síochána does not allow the unsanctioned use of any type of recording equipment. This applies
to any form of sound recording and any type of still picture or video recording, whether including sound
recording or not, and covers any type of device used for these purposes. Any person wishing to use such
equipment for any of these purposes must seek written permission in advance. This policy is in place to
protect the privacy of staff and customers and the integrity of our assessment material and assessment
processes. Unsanctioned use of recording equipment by any person is a breach of this policy. Any
candidate involved in such a breach could be disqualified from the competition and could be subject to
prosecution under section 55 of the Public Service Management (Recruitment & Appointments) Act, 2004. 
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Code of Practice 

The Commission for Public Service Appointments (CPSA) Code of Practice Appointment to Positions in
the Civil Service and Public Service applies to this competition and is available to view at www.cpsa.ie.
The CPSA Code of Practice outlines the procedures whereby a candidate may seek a review regarding
a decision taken in relation to their application or in relation to allegations of a breach of the Code of
Practice. 

Requests for a review should be submitted in writing to Strategic.Recruitment@garda.ie clearly setting
out the grounds for review and specifying the relevant section of the Code.

Please note that the role of the formal reviewer is not to reassess or remark the candidate, but rather
to establish, on foot of the available information, whether they consider:

The procedures set out for the selection process were followed correctly;
The original decision was made on the basis of correct and full information;
The original decision was made appropriately.

A candidate who is simply seeking clarification on the basis for the decision reached about their
candidature should obtain this feedback from the office holder in charge of the recruitment process.
They do not need to invoke any of the procedures referred to above.

In accordance with the principles of the above Code of Practice, An Garda Síochána and Staffline
Recruitment Ireland are committed to providing clear, specific and meaningful feedback to
candidates. In this regard, written feedback will be provided to candidates. This will consist of the
candidate’s marks from the competition and comments from the interview board on the candidate’s
performance, as appropriate.

Contravention of the Code of Practice 
 
Any person who contravenes the above provisions or who assists another person in contravening the
above provisions is guilty of an offence. A person who is found guilty of an offence is liable to a fine/or
imprisonment. 

In addition, if a person found guilty of an offence was, or is a candidate at a recruitment process, they
will be disqualified as a candidate and excluded from the process. Where a candidate has been
appointed to a post following the recruitment process, they will be removed from that post.
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Requests for Feedback

Feedback in relation to the selection process is available on written request. There are no specific
timeframes set for the provision of feedback. Please note that the Review Process as set out in the
Code of Practice is a separate process with specified timeframes that must be observed. It is not
necessary for a candidate to compile a detailed case prior to invoking the appeals mechanism. The
timeframe set out in the CPSA Code cannot be extended for any reason including the provision of
feedback. 

General Data Protection Regulation (GDPR) and Data Protection Act 2018

Personal data provided by candidates shall only be processed for the purposes specified in this
document, and within a clearly defined lawful basis under the (EU) General Data Protection Regulation
(GDPR) ((EU)2016/679) and the Data Protection Acts 1988/2018. 

All necessary measures will be put in place to ensure personal data is kept safe and secure, and only
relevant personal data will be processed. Personal data will be retained for no longer than is
necessary to achieve the purpose for which it has been obtained.

Canvassing 

Candidates should note that it is prohibited to do the following, directly or indirectly:

Canvass in relation to the process. 
Impersonate a candidate at any stage of the process.
Influence a decision of any person in relation to the process; or 
Interfere with or compromise the process in any way.
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